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Passive RFID Tag Anticollision
Algorithm for Capture Effect

Haifeng Wu and Yu Zeng

Abstract— Capture effect is very common in passive radio
frequency identification systems. Even though multiple tags
transmit their signals to a reader simultaneously, one of the
tags will be successfully identified due to capture effect. However,
capture effect may hide some tags. Many existing algorithms that
assume no capture effect will miss the hidden tags. In this paper,
we extend an existing algorithm to the capture effect environment
and propose a novel tag anticollision algorithm to enhance the
efficiency of tag identification. The proposed algorithm adopts an
allocation strategy to reduce collision between the hidden tags by
capture effect and the other tags. The strategy lets the collided
tags resolved in a current cycle immediately. On the other hand,
the hidden tags will enter the next cycle. Thus, the resolved tags
will not collide with the hidden tags in the next cycle, and the
collision will be reduced. The experiment results show that the
proposed protocol’s identification efficiency outperforms other
existing protocols when the occurrence probability of capture
effect varies from 0.1 to 0.6.

Index Terms— RFID, tag anti-collision, capture effect.

I. INTRODUCTION

INTERNET of Things (IoT) has been considered as the third
wave of world information industry, after waves of com-

puter and internet. IoT needs to be based on widely used Radio
Frequency Identification (RFID) tags because plenty of objects
information is collected into network only by the tags [1]. In a
passive RFID system, a reader broadcasts a request command
to all tags in its range. And then, the tags select their response
slots to transmit their signals [2]. For a given time slot, there
are only three possible types: no tag responses, only one
tag response and more than two tag responses, respectively.
Many existing anti-collision algorithms [3]–[17] assume that
the three possible types will result in an idle slot, a successful
slot and a collision slot, respectively. However, the assumption
sometimes may be invalid. A near-far problem [18], [19] in
the passive system is very common. A tag that is close will
transmit a much stronger signal than one that is far away.
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The reader is likely to decode only the near tag, instead of
the far tag. Therefore, more than two tags responses will not
necessarily result in a collision slot. If there is a tag decoded
in such a slot, the phenomenon may be called capture effect.
Other un-decoded tags in the slot are called hidden tags [18].

For the problem of capture effect, there have been various
solutions proposed in [18]–[21]. However, the previous solu-
tions are not very efficient for the following reasons. First,
when capture effect occurs, a hidden tag will re-select another
slot for being re-identified. Thus, the identification efficiency
with capture effect would depend on how the hidden tags select
slots. Unfortunately, the previous solutions do not reasonably
allocate slots to the hidden tags. The unreasonable allocation
produces excessive collision.

The second reason is to set a frame length. In existing
algorithms for passive RFID tag anti-collision, aloha-based
algorithms are very popular [4]–[10], [20]–[24]. The idea
of aloha-based algorithms is to divide access time of tags
into a number of slots. Each tag responds at a randomly
selecting slot. An optimal value of identification efficiency
can be achieved only when the number of slots in a frame,
i.e. a frame length is set to the number of tags [5]–[8].
If capture effect occurs, however, such a frame length can
not guarantee the optimal efficiency. Under capture effect
environment, an optimal frame length requires not only the
information of the number of tags but also the occurrence
probability of capture effect [25]. Generally, the probability
of capture effect is related to the identification environment,
such as the distance between tags and a reader and the strength
of the tags’ backscattering signal [5], [18]. Due to the variance
of the environment, the probability of capture effect is not easy
to be obtained.

In [8] and [16], we propose a novel aloha-based algorithm
and a novel tree-based algorithm to enhance the efficiency of
RFID tag identification, respectively. However, the two works
cannot be applied to capture effect environment because the
hidden tags will be missed. In [25], we derive an optimal
frame length under capture effect. However, the work is
based on an ideal theoretical model of capture effect. It is
difficult to be applied in practice. This paper extends our
previous work in [16] to the capture effect environment and
proposes a novel algorithm, adaptive BTSA algorithm for cap-
ture effect (ABTSA). The proposed algorithm firstly utilizes
the sequences generated by 16-bit pseudo-random numbers
(RN16) in EPC C1 Gen2 [21] to detect the hidden tags.
Then, the proposed algorithm adopts an allocation strategy to
reduce collisions between the hidden tags and the other tags.
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Finally, an adaptive technique is used to adjust the frame
length close to an optimal size.

Our contributions are summarized as follows.
• We extend a previous algorithm to the capture effect

environment. The performance of the proposed algo-
rithm’s identification efficiency outperforms the existing
algorithm when the capture effect occurs.

• Under capture effect, we propose an allocation strategy
to reduce collision between the hidden tags and the other
tags. The strategy lets the collided tags resolved in a
current cycle immediately while the hidden tags enter the
next cycle. Thus, the resolved tags will not collide with
the hidden tags and the collision will be reduced.

II. CAPTURE EFFECT PROBLEM

For capture effect, at least two problems should be consid-
ered. The first problem is how to detect the hidden tags by
capture effect. For a slot with capture effect, the hidden tags
may be missed because a reader could think that the slot is
successful. Due to capture effect, a reader can successfully
decode one of several responding tags’ signals. If the reader
returns the decode signal to all of the responding tags, any tags
which find that the decoded signal does not match their own
should be hidden tags [18], [23]. Since the method successfully
solve the problem of detecting the hidden tags, this paper will
not focus more attention on it.

The second problem that we should consider is about the
identification efficiency. Here, we defined the efficiency as a
ratio between the duration of successful identification slots
and the total identification duration [5]–[10], seen also in
Section V. Since the total duration is the sum of the durations
of successful slots, idle slots and collision slots, fewer idle
slots and collision slots will produce higher slot efficiency.
Generally, the efficiency with capture effect is some different
from that without capture effect for the following reasons.
First, capture effect changes an assumed collision slot into
a successful one. Thus, the efficiency with capture effect will
be higher than that without capture effect. Second, the hidden
tags may be collided with the other unidentified tags. When
capture effect occurs, a hidden tag can not be identified. It will
re-select another slot for being re-identified. Besides, the other
unidentified tags in the current cycle, such as collided tags also
need to re-select slots. It is very likely that the unidentified tags
may select the same slot that the hidden tag selects. In this
case, collision will happen. Surely, if the unidentified tags and
the hidden tags select different slots, collision may be avoided
and the efficiency will be enhanced. Therefore, the efficiency
with capture effect will be related to how the hidden tags and
the unidentified tags select slots.

III. RELATED WORK

General binary tree (GBT) protocol [18] is a BT-based
protocol [11], [12] to cope with capture effect. In BT, the
collided slot will be continuously split into two slots until
each slot is successful or idle. Since capture effect will make
a slot having more than two tags into a successful slot, BT will
not split the slot into two sub-slots. Consequently, the hidden

tags in the slot will be missed. To solve the problem, GBT
protocol let a reader return a decoded ID to all responding
tags. A hidden tag will find that the ID does not match its
own. Then, the hidden tag in a current BT cycle will enter the
next one. From this, all tags will be divided into successfully
identified ones and hidden ones after the first cycle completing.
In GBT, however, all of hidden tags will enter a single slot in
the second cycle and then will be split. If the single slot has
too many hidden tags, this may produce excessive collision
among the hidden tags.

EPC C1 G2 [21] is a very popular standard for ultra-high
frequency (UHF) RFID systems. The standard utilizes Q algo-
rithm to resolve the tag collision. Q algorithm is a framed slot-
ted aloha-based algorithm [4]–[8], which randomizes access
time of tags to reduce collisions. The access time constitutes
several frames and the frame also constitutes several slots.
As we know, there must be too many idle slots if a frame
length is much larger than the number of tags; on the contrary,
there must be too many collision slots if the length is much
smaller than the number. In Q algorithm, when a frame has
excessive idle slots, a reader will end the frame prematurely
and start another shorter frame. On the other hand, a reader
will start another longer frame. The purpose of the adjustment
is to obtain a reasonable length for the number of tags, and thus
reduce excessive idle or collision slots. Q algorithm considers
the influence of capture effect on the tag identification. It could
adopt RN16 to detect hidden tags (the details can be seen in
Section IV-A). Whenever a frame is ended, any hidden tags
will enter the next frame. Therefore, the hidden tags will not
be missed. In Q algorithm, however, not only the hidden tags
but also the other unidentified tags, e.g. the tags collided in a
previous frame will enter the next frame. Since the two kinds
of tags may select the same slots, excessive collision between
them will also happen.

Optimal Q algorithm [19] is also a framed slotted aloha-
based algorithm under capture effect. Like Q algorithm,
Optimal Q lets the hidden tags enter the next frame to be
identified again. However, optimal Q algorithm adopts the idea
of a dynamic frame length ALOHA algorithm. That is, each
frame’s length is equal to the number of tags. When capture
effect happens, such a frame could not guarantee optimal
efficiency. An optimal length should be related not only to
the number of tags, but also to the occurrence probability
of capture effect (details seen in (13) and (14), Section V).
Therefore, Optimal Q algorithm does not work better under
capture effect environment.

In [25] and [26], two capture-aware estimation algorithm are
proposed, respectively. The algorithms derive an optimal frame
length about the number of tags and the probability of capture
effect for the dynamic frame length ALOHA protocol. Based
on the frame length, an optimal value of the identification
efficiency would be achieved under capture effect. However,
the algorithms assume that the probability of capture effect is
invariant. The model of the probability is ideal and is not easy
to be applied in real industrial environment.

Previously, we also propose a tag anti-collision algorithm,
adaptive BTSA in [16]. The advantage of the algorithm is that,
it does not need the estimation of the number of tags, and its
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TABLE I

MISSED RATE (%) UNDER CAPTURE EFFECT

efficiency is not affected by the variance of the number of tags.
However, like many existing algorithms such as BSTSA [17]
and Modified Q [27], adaptive BTSA does not consider capture
effect. The hidden tags will be missed in the algorithm when
capture effect occurs. Table I gives several existing algorithms’
missed rate, R which is defined by

R = nmissed

n
× 100%

where n is the number of tags in a reader’s range and set
to 500, and nmissed is the number tags that the reader have
missed. Here, the missed tags are in fact the hidden tags
by capure effect. It is seen from Table I that, R increase
with the occurrence probability of capture effect. For this
reason, adaptive BTSA, BSTSA and Modified Q are hard to
be applied to industry and commerce. For example, an RFID
reader running adaptive BTSA at a supermarket checkout
counter misses some tags on products due to capture effect.
Customers will not pay for the missed products. This will
bring commercial losses to the supermarket.

In this paper, we extend adaptive BTSA to capture effect
environment and propose ABTSA algorithm. The proposed
algorithm can detect the hidden tags, and thus cannot miss any
hidden tags. In order to enhance the identification efficiency
with capture effect, furthermore, ABTSA circumvents how
to reasonably allocate slots to the hidden tags and the other
unidentified tags.

IV. ABTSA ALGORITHM FOR TAG ANTI-COLLISION

A. RN16 for Anti-Collision Under Capture Effect

RN16 is firstly proposed for anti-collision in EPC C1
Gen2 [21]. In this paper, we adopt RN16 to resolve collision
under capture effect environment. RN16 is randomly generated
and should be fewer bits in length than an ID sequence. Before
ID, tags firstly transmit the RN16: (i) if collided, the tags do
not need to transmit the longer ID. (ii) if idle, a reader will
wait for only a duration of the shorter RN16. (iii) if successful,
a reader will return a decoded RN16 and an acknowledge
(ACK) command. A tag whose RN16 matches the decoded
RN16 will transmit its ID to the reader. The total transmitted
bits in this case are still fewer than those of the ID and ACK.

Using RN16, ABTSA can successfully detect the hidden
tags. When multiple tags transmit their RN16 to a reader
simultaneously, the reader can decode one tag’s RN16 if
capture effect occurs. According to the case (iii) above, the
reader will return the decoded RN16 to all responding tags.

Fig. 1. An example of allocation strategy for capture effect.

Thus, the responding tags can check whether the RN16 match
its own or not and then know whether they are hidden or not.
Instead of RN16, GBT protocol [18] returns an ACK with
a decoded ID to detect the hidden tags. Since the RN16 is
shorter than ID, the proposed method expends less time than
GBT.

B. Allocation Strategy for Capture Effect

In ABTSA algorithm, the allocation strategy for capture
effect involves two parts: (i) the allocation of the hidden tags
and (ii) the allocation of the collided tags. In the former,
a reader determines when to identify the hidden tags. Like
conventional framed slotted aloha [4]–[8], ABTSA configures
a read process with some continuous frames consisting of
slots. A tag will select a random slot in a frame to transmit its
RN16. If the tag is hidden, the tag will wait until the current
frame completed. Only when the next frame starts, the hidden
tag can re-select a slot to transmit its RN16. This will cancel
the collision between the hidden tag and the other unidentified
tags in the current frame.

In the second allocation part, the reader will not let the
collided tags enter the next frame. If collision occurs, the
collided tags will be resolved by binary split immediately.
Therefore, the resolved tags will not collide with the hidden
tags entering the next frame.

Fig. 1 gives an example of the allocation strategy. In the i th
frame, tags A, B, C and D select their slots to transmit their
RN16, respectively. If A’s RN16 is collided with B, they are
resolved by binary split immediately. D is hidden by capture
effect and will enter the i+1th frame. Since A and B are
successfully resolved and will not enter the i+1th frame, it
will not be likely that D is collided with A or B in the i+1th
frame.

C. Adaptive Scheme

The adaptive scheme in ABTSA protocol consists of an
adaptive adjustment of frame length and an adaptive tag
location. The former can slot-by-slot adjust frame length and
keep the frame length proportional to the number of tags. The
latter can let each of tags obtain the knowledge of location,
i.e. an order number of slot. Next, we will discuss them,
respectively.
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1) Adaptive Adjustment of Frame Length: The adaptive
adjustment of frame length is based on Q algorithm. When
there are excessive collision slots in a frame, a reader will
end the frame prematurely and start a new frame with larger
length. On the contrary, a reader will start a new frame with
less length. The algorithm can be realized by parameters Q,
Q f p and a step c. The value of Q is round (Q f p), where Q f p

is a floating representation of Q. That is, a reader rounds Q f p

to an integer value and substitutes this integer value for Q.
A frame length is L = 2Q , where Q = Q0, and Q0 is an initial
value of Q. Firstly, a reader will transmit a command with Q.
Then, a tag’s counter will select a random integer number from
0 to 2Q-1, and decrease its counter by 1 after each slot ending.
When a tag’s counter is 0, the tag will transmit its RN16 to
the reader. For a given time slot, there are only three possible
cases: an idle, a successful and a collision slot, respectively.
According to the kth slot type, slotk , a reader will adjust Q f p

by

Q f p(k + 1) = Q f p(k) + cg(k) (1)

where generally 0.1≤ c ≤0.5, and c selects a small value when
Q is large, and a larger value when Q is small [21]. g(k) is
given by

g(k) =
⎧
⎨

⎩

1, if slotk = C
−1, if slotk = I
0, if slotk = S

(2)

where C , I and S denotes that the kth slot, slotk is collision,
idle and successful, respectively. A reader starts a new frame
by judging whether round (Q f p) = Q or not. If round (Q f p)
is not equal to Q, the reader will start a new frame, whose
frame length is set by a new value of Q.

The main difference between the proposed adaptive adjust-
ment and Q algorithm is the binary split discussed in
Section IV-B. When round (Q f p) = Q, collided tags will be
resolved by binary split immediately. The other unidentified
tags will wait until the collided tags are successfully resolved.
Thus, the resolved tags will not collide with the other tags
entering the next frame.

2) Adaptive Tag Location: In the adaptive tag location, tags
firstly transmit their RN16 to a reader, and then the reader
feeds back the outcomes of the received RN16, i.e. a collision,
a successful or an idle slot to the tags. According to the
feedback, each of the tags can use the adaptive algorithm to
obtain the knowledge of location, i.e. which slot to select.
The knowledge can be stored in a tag’s counter. Initially, a
counter’s value is a number from 0 to the frame length L-1.
When a tag’s counter is changed into 0, the tag will transmit
its RN16. Suppose that a tag’s counter value in the kth slot is
counter(k). Then, the adaptive tag location can be shown as

counter(k + 1) = counter(k) + g′(k) (3)

where the function g′(k) is as follows. When counter(k) > 0

g′(k) =
{

1, if slotk = C
−1, if slotk = I or S

(4)

When counter(k) = 0

g′(k) =
{

a random 0 or 1, if slotk = C
−1, if slotk = S and RN16 matches

(5)

TABLE II

AN EXAMPLE OF OPERATION IN ADAPTIVE

ALGORITHM FOR TAG LOATION

Fig. 2. An example of ABTSA protocol identifying tags in a cycle.

where counter(k) < 0 means that the tag has been identified
and does not work.

In the anti-collision algorithm, a tag selects a slot to respond
via its counter value. Only when the counter value decreases to
zero, the tag will respond. The value of counter from (3)–(5)
could make each tag locate a slot without collision. Table II
gives an example of the adaptive location. Suppose that initial
counter values of three tags A, B and C are 1, 1 and 3,
respectively. After the algorithm completed, tags C, B and A
will locate slots k = 2, 3 and 5 to be identified, respectively.

D. An Example of Algorithm

Fig. 2 depicts an example of ABTSA identifying tags in a
cycle, where c = 0.5 and Q0 = 2.0. We assume that tag A,
B, C and D’s initial Counter in the cycle is 1, 1, 3 and 3,
respectively. Thus, A is collided with B in the second slot
of the first frame. Since round (Q f p) = Q, the collided tags
in the slot will be resolved by binary split, where A and B
select a same slot again, but A’s RN16 is decoded because of
capture effect. In the final slot of the first frame, since capture
effect occurred again, tag C is decoded. In the first slot of
the second frame, since round (Q f p) �= Q, the rest slots of
the frame will be finished prematurely. In the third frame,
Q is changed from 2.0 to 1.0, and B is decoded and D is
hidden due to capture effect. In the fifth frame, all slots are
idle. That indicates that there are no tags. The tag identification
cycle completes. Table III gives the procedure of the four tags’
Counter change in the example.
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TABLE III

THE PROCEDURE OF COUNTER CHANGE IN THE EXAMPLE

V. ANALYSIS OF IDENTIFICATION EFFICIENCY

In this section, we analyze the total time and the efficiency
for ABTSA identifying all tags under capture effect environ-
ment. The total time is defined by a sum of the duration
of idle slots, successful slots and collision slots, and the
identification efficiency is defined by a ratio between the
duration of successful slots and the total time.

Definition 1: Let TTIME denotes the total time which ABTSA
expends on identifying tags inside a reader’s range. Then, the
time TTIME can be given by

TTIME = TCtκ + TIt0 + TSt1 (6)

where TC, TI and TS denote the number of collision slots, idle
slots and successful slots, respectively and t0, tκ and t1 is an
idle, a collision and a successful slot duration, respectively.

Definition 2: Let P denotes the identification efficiency
when a reader identifies all tags inside a reader’s range. Then,
the efficiency P can be given by

P = E (TSt1)

E (TTIME)
(7)

where E (•) denotes an expectation value.
Definition 3: Let p denotes the occurrence probability of

capture effect. Then, the probability p can be given by

p = E (T1)

E (TK)
(8)

where TK denotes the number of slots which having two or
more than two tags and T1 denotes the number of slots where
capture effect occurs.

It is seen from Section IV that, ABTSA adopts the adaptive
frame length adjustment to resolve collision under capture
effect environment. Next, we will analyze the relationship

between the adaptive adjusted length and the identification
efficiency. Firstly, we derive an ALOHA system’s identifica-
tion efficiency. Given one of the time slots, the number of tags
allocated in the slot is a binomial distribution with n Bernoulli
experiments and 1/L occupied probability. The probability of
finding r tags in the slot is therefore given by [5]–[8]

p(L, n, cr ) =
(

n
r

)

(
1

L
)r (1 − 1

L
)n−r (9)

The probability applies to all L slots, thus the expected value
of the number of slots with occupancy number is given by

E(L, n, cr ) =
(

n
r

)

(
1

L
)r−1(1 − 1

L
)n−r (10)

When r = 0

E(L, n, c0) = L(1 − 1

L
)n (11-a)

When r = 1

E(L, n, c1) = n(1 − 1

L
)n−1 (11-b)

When r = κ, κ ≥ 2

E(L, n, cκ ) = L − L(1 − 1

L
)n − n(1 − 1

L
)n−1 (11-c)

From (8), (10) and (11), the expected number of idle slots,
successful slots and collision slots is

E(TI ALOHA) = L(1 − 1

L
)n (12-a)

E(TS ALOHA) = n(1 − 1

L
)n−1 + p[L − L(1 − 1

L
)n

−n(1 − 1

L
)n−1] (12-b)

E(TC ALOHA) = (1 − p)[L − L(1 − 1

L
)n − n(1 − 1

L
)n−1]
(12-c)

Thus, from (7) and (12), an ALOHA system’s identification
slot efficiency is

PALOHA

= E(TS ALOHA)t1
E(TI ALOHA)t0 + E(TS ALOHA)t1 + E(TC ALOHA)tκ

(13)

From (13), a frame length which could let PALOHA arrive at
a maximum value will be an optimal length. Thus, we have

LOPT = arg max
L∈�

PALOHA (14)

where � ={ 1, 2, …Lmax}. Here, Lmax does not need to be
selected as an infinite number because L = Lmax → +∞ will
have PALOHA → 0 from (13). Thus, � should be a finite set.
That means that, we can find a maximum value of PALOHA
by the finite number of searching.

Observation 1: The adaptive adjusted frame length in (1-2)
may come close to the optimal frame length in (14) regardless
of the occurrence probability of capture effect.

In adaptive length adjustment in (1-2), since a frame length
is adjusted slot by slot, the length is not a fixed value.



WU AND ZENG: PASSIVE RFID TAG ANTICOLLISION ALGORITHM 223

Fig. 3. Observation results: the frame length, 0 ≤ p ≤ 1, N = 500.

Here, we use LAVE to denote an average length during K
slots, which is given by

LAVE =
∑ K

k=1 L(k)

K
(15)

Fig. 3 gives the average adaptive adjusted length when
n = 500, Q0 = 4.0, K = 2000, 0 ≤ p ≤ 1. Since the
first slot of GBT can be regarded as an ALOHA process
with a frame length L = 1, GBT’s frame length is 1 in
Fig. 3. For Optimal Q algorithm, its frame length L ≈ n [19].
Hence, Optimal Q algorithm’s length is set to 500. Fig. 3 gives
two optimal lengths computed by (14) under t0 = tκ = t1
and t0 �= tκ �= t1, respectively. System parameters under
t0 �= tκ �= t1 is specified in EPC C1 Gen2, and the detailed
parameters can be referenced to [24]. It is seen from Fig. 3
that, GBT’s curve intersects the optimal length’s curves both
at p = 1, and will gradually deviate from the optimal length’s
curves as p decrease. Optimal Q’s curve intersects the optimal
length’s curves at p = 0 and about p = 0.15, respectively
and will gradually deviate from the optimal lengths as p
increase. On the other hand, the average adjusted length’s
curve always comes close to the optimal lengths regardless
of p.

Our work [25] and reference [26] both prove that if a frame
length is set to LOPT in (14), the identification efficiency can
arrive at an optimal value. However, such an optimal frame is
not easy to be guaranteed in practice. From (14), LOPT requires
the information of the number of tags, n and the probability
of capture effect, p. Without loss of generality, we obtain the
observation values of TC, TI and TS in the i th frame, and
estimate the value of n and p. The number of tags in the i+1th
frame could be computed by n-TS. However, it is difficult
to obtain p because p is not invariable in the i+1th frame.
Generally, p is related to the environment of identification,
such as distance between tags and a reader and strength of the
tags’ backscattering signal [5], [18]. Since the environment
will vary during each frame, it is not easy to obtain the
exact value of p. On the contrary, the adaptive adjusted
length does not require the information of p. It will come
close to the optimal length regardless of p. Therefore, the

adaptive adjusted length may achieve better performance of
identification efficiency.

VI. EXPERIMENT

A. Experiment Setting

In experiments, we consider a scenario with a single reader
and a set of passive tags that enter the reader’s zone and do not
leave until all the tags are successfully identified. To evaluate
the performance of algorithms, we consider the following
metrics:

• Identification efficiency: We measure the efficiency
in a read cycle. The efficiency is defined as a
ratio between durations of successful slots and total
slots, seen in (7). This metric comes from reference
[6], [7], [9], [10], [16], [18], and assumes that the
durations of a successful, idle and collision slot are all
equal, i.e. t0 = tκ = t1. Fewer collision slots and idle
slots can produce higher efficiency.

• Identification efficiency’: We measure the efficiency in a
read cycle, under EPC C1 Gen2 standard [20], [21], [24].
The efficiency is also defined in (7), but the durations
of a successful, idle and collision slot are different, i.e.
t0 �= tκ �= t1. The detailed parameters in the standard EPC
C1 Gen2 are referenced to [24]. Less duration of collision
slots and idle slots can produce higher efficiency.

• Identification time: We measure the total time for reading
tags in a read cycle, under EPC C1 Gen2 standard. The
time is defined as duration where a reader successfully
identifies all tags in its range, seen in (6). The detailed
parameters are also referenced to [24]. Less identification
time will produce fast identification.

Note that, we choose two different metrics for identification
efficiency. The reason is that, we are difficult to find a uniform
parameterization for all algorithms analyzed. For example, the
identification efficiency in [6], [7], [9], [10], [16], and [18] is
defined under t0 = tκ = t1 while reference [20], [21], and [24]
specified t0 �= tκ �= t1. Therefore, this section will show our
algorithm’s performance under these two different metrics.

We do experiments by computer simulations. We implement
algorithms by M-files in MATLAB, version 6.5 Release 13.
We individually perform each experiment 500 times, and
average 500 experiment results into the final results.

We divide the experiments into two parts. In the first one, we
compared the performance of ABTSA with Q algorithm, GBT
and Optimal Q algorithm, seen in Fig. 4-8. The parameter in
each algorithm is selected as follows.

• Q algorithm: According to EPC C1 Gen2 [21], an initial
value of Q, Q0 selects 4.0. And, step c selects a small
value when Q is large and selects a larger value when
Q is small, generally 0.1 ≤ c ≤ 0.5. Thus, step c selects
values as follows. If 0 ≤ Q ≤ 2, c = 0.5; if Q ≥ 10,
c = 0.1; else, c = 1/Q.

• GBT: Initially, all tag’s counters values are 0. The hidden
tags by capture effect in a current binary tree cycle will
enter the next binary tree cycle [18]. A binary tree cycle
means that all collision slots are split into successful or
idle ones.
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Fig. 4. Experiment result: identification efficiency, 0 ≤ p ≤ 1, n = 500.

Fig. 5. Experiment result: identification efficiency’, 0 ≤ p ≤ 1, n = 500.

• Optimal Q algorithm: Q0 selects the same value as in
Q algorithm above, 4.0. And, we assume that the number
of tags Tn in the nth frame is known. Thus, the nth
frame’s Qn is

⌊
log2 Tn

⌋
[19].

• ABTSA: Q0 selects the same value as in Q algorithm
and Optimal Q algorithm above, 4.0. And, step c also
selects the same values as in Q algorithm above. That is,
if 0≤ Q ≤2, c = 0.5; if Q ≥10, c = 0.1; else, c = 1/Q.

n the second part, we present the identification efficiency
of ABTSA under different Q0, seen in Fig. 8. The purpose of
the experiments is to indicate how p and Q0 impact on the
performance of ABTSA.

B. Comparison With Existing Algorithms

In this subsection, we compare the proposed algorithm
with the existing algorithms. Fig. 4 presents the identification
efficiency for Q algorithm, Optimal Q algorithm, ABTSA
and GBT protocol when the occurrence probability of capture
effect p varies from 0 to 1 and the number of tags N = 500.
It is seen from Fig. 4 that, ABTSA’s efficiency increases from
0.4 to 1 when p varies from 0 to 1. The efficiency of ABTSA
outperforms that of Q algorithm, Optimal Q algorithm and
GBT protocol when 0 < p < 0.6. There are the following

Fig. 6. Experiment result: average delay, 0 ≤ p ≤ 1, n = 500.

Fig. 7. Experiment result: identification efficiency, 100 ≤ n ≤ 4000, p = 0.4.

Fig. 8. Simulation result: ABTSA’s identification efficiency of different Q0
under p = 0.

reasons for the result. First, ABTSA lets hidden tags select
random slots in the next frame. On the contrary, GBT lets all of
the hidden tags enter a single slot of the next binary tree cycle,
which will cause excess collision. Second, collided tags in
ABTSA can be resolved by binary split immediately and other
unidentified tags will wait until the collided tags successfully
resolved. However, Q algorithm and Optimal Q algorithm let
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both of the hidden tags and unidentified tags enter the next
frame, which also may cause excess collision. Third, ABTSA
adopts an adaptive technique to maintain a reasonable frame
length for the number of tags and the probability of capture
effect. On the other hand, Optimal Q algorithm lets the frame
length set to the number of tags, which cannot guarantee the
system achieves an optimal efficiency.

Besides, ABTSA still outperform the other algorithms when
p = 0, i.e. no capture effect. The reason can be seen from
Fig. 3. It is seen from Fig. 3 that, the adaptive adjusted
length is closer to the optimal length than GBT when p = 0.
Hence, ABTSA adopting the adaptive adjusted length would
outperform GBT. Although Q algorithm and Optimal Q also
adopt the adaptive length, they do not adopt the binary split.
Thus, ABTSA adopting the binary split would outperform the
two algorithms.

Of course, we also can see from Fig. 4 that, when p > 0.6,
GBT’s efficiency can surpass ABTSA. The reason can be seen
from Fig. 3 and formula (14). When p = 1, we can obtain
the optimal frame length is 1 under t0 = tκ = t1. Since the
first slot of GBT can be regarded as an ALOHA process
with a frame length L = 1, its initial frame length is in
fact 1. Therefore, GBT’s frame length is closer to the optimal
length than ABTSA when p > 0.6, and have higher efficiency.
However, the value p > 0.6 means that, at least one slot will
produce capture effect in every two assumed collision slots.
This is not a common occurrence in RFID application [19].
In addition, Fig. 4 shows that the four algorithms’ efficiency
increase with p. The reason is that, larger value of p will
produce more successful slots, and thus have higher efficiency.

Fig. 5 gives the identification efficiency’ for the algorithms
above, under EPC C1 Gen2 standard [21]. The typical system
parameters in EPC are referenced to [24]. Note that instead of
RN16, GBT adopts ID sequences to detect hidden tags [18].
Hence, the durations of slots in GBT should be more than
that under the system parameters inEPC. In order to use a
uniform metrics, we here assume that GBT also adopts RN16
to detect hidden tags. From Fig. 5, ABSTA still has the highest
efficiency’ when p ≤ 0.7. Even though p > 0.7, GBT’s
efficiency’ is only similar to ABTSA and not much higher
than ABTSA.

Fig. 6 presents the average identification delay of each tag
for Q algorithm, Optimal Q algorithm, ABTSA and GBT
protocol, under EPC C1 Gen2 standard. In Fig. 6, the average
delay of ABTSA decreases from 3.5 to 2.9ms when p varies
from 0 to 0.7. ABTSA outperforms Q algorithm, Optimal
Q algorithm and GBT protocol. The result is consistent with
Fig. 5.

Fig. 7 presents the identification efficiency curves when
p = 0.4 and 100≤ N ≤4000. The four efficiency curves
range from the highest to the lowest as follows: ABTSA,
Q algorithm, Optimal Q algorithm and GBT.

C. Impact of Q0

Fig. 8 presents the identification efficiency for ABTSA algo-
rithm under different Q0 when the number of tags increases
from 100 to 1000. Q0 is the initial value of Q and will

decide an initial frame length’s value because the initial value
L0 = 2Q0 . The initial frame length has an effect on the
identification efficiency. When the number of tags is large, a
short initial frame will produce excessive collision slots; when
the number is small, a long initial frame will produce excessive
idle slots. The two cases both decrease the identification
efficiency. The objective of Fig. 8 is to find an appropriate
Q0 which will not produce lower efficiency both under larger
number or smaller number of tags.

It is seen from Fig. 8 that when the number of tags n ≤ 20,
the identification efficiency under Q0 ≥ 6 does not surpass that
under Q0 ≤ 4. On the other hand, the identification efficiency
under Q0 ≤ 4 will not be higher than that under 8 ≥ Q0 ≥ 6.
Therefore, it is seen from the results that, the initial value
of Q, 4.0 may be a compromise. They let the efficiency have
a higher value regardless of the number of tags.

VII. CONCLUSION

In this paper, we propose ABTSA algorithm for RFID
tag anti-collision under capture effect. The proposed algo-
rithm mainly adopts the adaptive frame length adjustment
and binary-split allocation strategy to resolve collision. From
the theoretical analysis of performance, the two strategies
will produce less idle slots and collision slots. Experiment
results show that, when the occurrence probability of capture
effect varies from 0.1 to 0.6, the identification efficiency of
ABTSA will outperform the existing algorithms, Q algorithm,
GBT and Optimal Q algorithm. On the other hand, when the
probability is larger than 0.6, ABTSA’s efficiency will not be
higher than the existing algorithms. However, the occurrence
probability of capture effect larger than 0.6, is not common in
RFID application. If we consider typical system parameters in
EPC C1 Gen2 standard, furthermore, the existing algorithms’
efficiency will not be higher than ABTSA. Finally, an initial
value of Q, 4.0 can make that ABTSA’s efficiency have a
higher value regardless of the number of tags.
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