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Efficient Framed Slotted Aloha Protocol for
RFID Tag Anticollision
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Abstract—In this paper, we propose a novel efficient frame
slotted aloha (EFSA) protocol for radio frequency identification
(RFID) tag anticollision in this paper. After successfully iden-
tifying each tag, the EFSA protocol will allocate the tag a slot
number, which signifies when the tag could be identified during a
read cycle. When no tags arrive and leave, idle slots and collision
slots will not be produced in subsequent read cycles. In addition,
if there is a collision slot in the EFSA protocol, colliding tags in
the collision slot will be resolved by -ary splitting where is
equal to the estimated number of colliding tags, while the other
unidentified tags is in a waiting state until the colliding tags are
successfully resolved. Since allocation of tags to slots is not random
in the EFSA protocol, conventional tag quantity estimates are not
suitable. Therefore, we also propose a novel tag quantity estimate
for the EFSA protocol. Simulation results show that the EFSA
protocol outperforms conventional protocols, in term of time slots
of reidentifying tags, and the proposed estimate error is less than
the conventional estimates in the EFSA protocol.

Note to Practitioners—The main advantage of the proposed pro-
tocol is to retain information obtained from a previous cycle of tag
identification, and hence skip many collisions to quickly reidentify
tags. In many RFID applications where a reader may repeatedly
identify tags, such as object tracking and locating, the proposed
protocols can reduce time of reidentifying tags. Although some cur-
rent anticollision protocols such as ABS, TCFSA can reduce time
of reidentifying tags, they may not be optimal ways in reducing
identification delay. The proposed protocol’s performance of iden-
tification delay can surpasses the current protocols when colliding
tags increase. In addition, the proposed protocol needs to estimate
tag quantity. Since many published estimates all assume that tags
distribution should be random, they may not be applicable to the
proposed protocol. The novel estimate in this paper can help engi-
neers to adopt the proposed protocol to RFID tag identification.

Index Terms—Anticollision, framed aloha, radio frequency iden-
tification (RFID), tag identification.

I. INTRODUCTION

R ADIO FREQUENCY IDENTIFICATION (RFID) has
been considered an affordable and viable technology for

fast and reliable identification of massive number of objects.
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When an RFID reader identifies multiple tags attached on
objects, the reader’s communication with the tags is over a
shared wireless channel and collisions of tags will happen.
Since the RFID reader generally adopts a tag anticollision
protocol to resolve the multitag collisions [1], [2], how to
design the anticollision protocol will influence the performance
of multitag identification. Conventional anticollision proto-
cols can be grouped into three broad categories: tree-based
protocols [3]–[5], aloha-based protocols [6]–[13], and hybrid
protocols, such as tree slot protocol [23], [24] which com-
bines the tree-based protocols and the aloha-based protocols.
Aloha-based protocols randomize access time of tags to reduce
collisions, and are suitable for systems with limited capabilities
mobile nodes and a powerful base station or a reader. Now,
13.56 MHz ISM band EPC Class 1 [14], ISO 18000-6 Type A
[15], Type C [16], [26], and EPCglobal Generation 2 (EPC Gen
2) [17] all use aloha-based protocols.

In many RFID applications, readers may repeatedly identify
the tags that have been identified in a previous process of iden-
tification, i.e., a previous cycle. For example, in object tracking
and locating, tagged objects will be repeatedly identified since
the information of the objects need to be frequently read by
monitors [18]. Myung et al. propose an anticollision protocol:
adaptive binary splitting (ABS) [20]–[22], and Deng et al. pro-
pose an adaptive anticollision protocol based on aloha: tag count
frame slotted aloha (TCFSA) protocol [25]. The two protocols
above can use the information in a previous cycle of tag identifi-
cation, and hence reduce identification time when reidentifying
tags. In the ABS protocol, if there is a collision slot, colliding
tags in the collision slot will be resolved by binary splitting,
while the other unidentified tags is in a waiting state until the
colliding tags are successfully resolved. Therefore, the colliding
tags in the collision slot would not collide with the other uniden-
tified tags in the other slots. For this reason, ABS’s throughput
is higher than pure binary splitting protocol, pure aloha pro-
tocol and TCFSA based on aloha protocol. However, when the
number of colliding tags is much greater than two, ABS’s bi-
nary splitting may not be an optimal method. Many protocols
[6], [7], [9]–[11], [23] discuss that, throughput could achieve
a maximum value when the number of tags is equal to that of
slots which the tags could select. Thus, -ary splitting may be
a better method than binary splitting, where is the number of
the colliding tags.

If is set to the number of the colliding tags, estimate of the
number should be considered because the number is generally
unknown to a reader. The estimate problem is discussed much
in many papers [7], [9]–[13], [27]. In these conventional tag es-
timates, such as lower bound estimate [10]–[13], Schoute esti-
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mate [9], [12], [13], idle slot estimate [12], Vogt estimate [11],
[12], maximum a posteriori (MAP) estimate [7], and Bayesian
estimate [27], they assume that the allocation of tags to slots
should be random. However, the allocation of tags to slots is not
random in the ABS and TCFSA protocol. Consider a moving tag
set, where tags are categorized into staying tags, leaving tags and
arriving tags, according to their states between two consecutive
cycles [19]–[22], [25]. In ABS and TCFSA, the staying tags’ al-
location is not random because the allocation is according to in-
formation in the previous identification cycle. If there are many
staying tags in a cycle, those conventional estimates above will
not be suitable.

This paper proposes an efficient framed slotted aloha (EFSA)
protocol for RFID tag anticollision. The EFSA protocol can
allocate each tag a slot number, after identifying the tag. The
slot number signifies when the tag could be identified during
an identification frame of a cycle. In the next cycle, a reader
can use the slot number to reduce reidentifying time. Moreover,
modified from the tree slot protocol, the EFSA protocol adopts

-ary splitting to resolve tag collision, where is equal to the
estimated number of colliding tags. Compared with the ABS
protocol, EFSA have a better throughput than ABS when the
number of colliding tags increase. In addition, if we consider
some staying tags in the EFSA protocol, distribution of tags is
not random. Thus, this paper also proposes a novel estimate,
whose estimate error is less than conventional estimates, such
as Vogt and MAP estimate.

This paper is organized as follows. Section II proposes the
EFSA protocol. Section III proposes our novel tag quantity es-
timate for the EFSA protocol. In Section IV, the performance
of the EFSA protocol is analyzed. In Section V, we provide
simulations to demonstrate the performance of the EFSA pro-
tocol and our estimate method. Finally, conclusions are drawn
in Section VI.

II. EFSA PROTOCOL

The EFSA protocol configures an identification cycle with
some frames that consist of slots. A reader initiates a read frame
by broadcasting a request command to all tags in its range. This
request command also includes a parameter, the frame length.
Each tag selects its response slot and transmits its ID in such a
slot. For a given time slot, there are only three possible types:
no tags response, only one tag response and more than two tags
response, respectively. No tags response and one tag response
will produce an idle slot and a readable slot, but more than two
tags response may not necessarily result in a collision slot. If a
tag is decoded in such a slot, we can call it capture effect [26].
Here, in order to explain EFSA’s tree structure, we assume that
occurrence probability of capture effect is zero. That is, more
than two tags response will result in a collision slot.

The tree structure of the EFSA protocol is similar to the tree
slot protocol [23], [24]. Let be the size of the first frame in
EFSA, and be the number of tags transmitting their ID in
slot , with , , , where is the total
number of tags . If , there is a collision in slot . At the
end of each reading frame, if the reader realizes that collisions
occurred, it starts a -ary splitting, i.e., a new reading frame
for each slot where there was a collision. This corresponds to

Fig. 1. EFSA: operation of allocating tags orderly slot number.

Fig. 2. EFSA protocol: pseudocode of reader’s operation.

adding new nodes in the tree, as sons of the node representing
the above reading frame, one son for each slot with collisions.
The size of such new frames needs to be estimated, which will
be discussed in the next section. Obviously, in each new reading
frame, collisions can occur. Each time a collision is sensed, a
new node is inserted in the tree, and another reading frame is
started. The whole process is recursively repeated until no col-
lisions are detected.

The EFSA protocol can reduce collision slots and idle slots
when reidentifying tags. The reader adopting the EFSA protocol
allocates each tag an orderly slot number after an identification
cycle. The slot number signifies which slot within a frame the
tag can select to transmit its ID. In the EFSA protocol, some col-
lision slots and idle slots can be avoided because the reader can
orderly identified the tags according to the slot number. Fig. 1
depicts the operation of allocating tags orderly slot number.

Fig. 2 shows pseudocode of a reader in the EFSA protocol.
The reader has two counters, a LEVEL counter, a slot counter
(SC) and a readable slot counter (RSC). LEVEL signifies a level
of a tree of a reading cycle and is incremented by 1 when a
new node is added to the tree. In each read cycle, the reader
starts a frame by a command. The reader can send more than
one command starting a frame during a cycle. SC is initialized
to 0 at the beginning of a frame and is incremented by 1 at the
end of each slot. When a frame’s SC is greater than the frame
length, the frame will be completed. RSC is initialized to 0 at
the beginning of a read cycle and is incremented by 1 only in
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Fig. 3. EFSA protocol: pseudocode of tag’s operation.

a readable slot. RSC will immediately count the number of tags
that the reader has identified in a read cycle. According to tags’
IDs received in a slot, the reader will know the type of the slot
and inform all tags the type by transmitting a feedback. If the slot
is readable, that means only a tag transmit its ID to the reader.
The reader can identify the tag. An initialized frame length in
a read cycle is set to the RSC’s value in a previous cycle. At the
end of each frame, if the reader realizes that collisions occurred,
it starts -ary splitting, i.e., a new reading frame for each slot
where there was a collision. The length of the new read frame
starting from a collision slot, is set by

(1)

where , and is the number of tags, the number of suc-
cessful slots and collision slots in a read frame of . Since the
number of tags is generally unknown, it needs to be esti-
mated, which will be discussed in the next section. If there are
no collision slots in all frames in a read cycle, the read cycle will
be finished.

Fig. 3 shows the pseudocode of a tag operation in the EFSA
protocol. At the beginning of a read cycle, a tag is energized
by a reader and then enters a “Ready” state. After receiving a
starting frame command with LEVEL, and the slot number
of a previous frame SLOT, the tag enters an “Active” state. Each
tag has a Selected Slot Counter (SSC), which signifies which
slot within a frame the tag can select to transmit its ID. Each tag
also has a counter myLevel, which signifies the level of a tree
where the tag is. When a frame’s , this means that
the frame is the first frame of a cycle. In the frame, a tag could
transmit their IDs if its SSC is equal to SC received from the
reader, where the tags’ SSC value comes from a previous cycle.
When a frame’s , this means that the frame is not

the first frame of a cycle. In the frame, if a tag’s mylevel is equal
to received Level and its SSC is equal to received SLOT, the tag’s
SSC will be reset to a random number from 0 to the frame length,
and the tag also could transmit their IDs if its SSC is equal to SC
received from the reader. If the ID collides with others, the tag
will wait for being identifying in the next frame. If not, the tag
can be identified, and its SSC will be set to 0 and then enter into
an “Identified” state. The tag in “Identified” state increment its
SSC if current timeslot is a readable one, but do nothing if not.
Upon receiving a command ending the read cycle, the tag in the
Identified state will not change the SSC value. Therefore, every
tag holds a unique SSC value with respect to the number of tags
recognized by the reader. The tag preserves the SSC value at the
beginning of the next read cycle.

In EFSA protocol, some information is stored in tags coun-
ters, SSC. If the RF power should not be off during reidentifying
tags, the information in the staying tags counter in RF filed will
not be lost. For tags which leave RF field and reenter the field,
the tags’ information will be lost. However, if the leaving and
reentering tags number is less, our algorithm can reduce reading
time. Fig. 4 depicts an example of operation an idle slot and two
collision slots of EFSA. In the th cycle, there are five tags

, , , , , whose SSC is 0, 1, 2, 3, and 4, respectively. Since
the tag , whose SSC is 2 leaves in the th cycle, this will cause
an idle slot, and since two tag , , whose SSCs are both 1 and
a tag whose SSC is 4 are arriving in the th cycle, this will
also cause two collision slots. However, after all the staying and
arriving tags are successfully identified, their SSCs will be re-
allocated as 6, 5, 4, 3, 2, 1 and 0, respectively. Thus, there are
no unsuccessful slots if no tags arrive and leave in the th
cycle. In the example, EFSA can renumber tags in serial order
according to their identified sequence, and each identified tag
will get a unique SSC.

III. TAG ESTIMATE

In EFSA protocol, if a reader realizes that collisions occurred,
it starts -ary splitting, i.e., a new reading frame for each slot
where there was a collision. Colliding tags in the collision slot
will be identified in the new frame. The new frame length ad-
justment should be according to the tag quantity, and is set by
(1). However, the tag quantity in (1) is usually unknown to a
reader. In general, we can utilize read results collected at the
reader, such as idle slot, collision slot and successful slot quan-
tity in a frame to estimate the tag quantity. Most conventional
tag estimates, such as Vogt estimate [11], [12], MAP estimate
[7], and Bayesian estimate [27] are based on assumption that
the allocation of tags to slots within a frame is random. In the
first frame of a cycle of the EFSA protocol, however, there are
some staying tags which are orderly allocated to slots by a reader
in a previous cycle. These tags do not obey the random distri-
bution. Therefore, Vogt estimate and MAP estimate cannot be
extended to this condition. Certainly, if the first frame has col-
liding tags, the colliding tags will continue to be identified in
some new frames and the allocation of the tags to slots within
the frame will be random. Thus, Vogt and MAP estimates can
be suitable. Next, we will mainly analyze tag quantity estimate
in the first frame.
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Fig. 4. EFSA: examples of operation in collision slot and idle slot.

Let , be the set of tags which are inside a reader’s
range in the th read cycle of the EFSA protocol. To consider the
tag’s mobility, we defined staying tags set as ,
leaving tags set as and arriving tags as

. We suppose an EFSA system with arriving tags
and leaving tags at the beginning of the th cycle, where

, , and is the first frame length. If the arriving
tags and leaving tags’ SSC is a random number from 0 to , the
probability of finding arriving tags in a slot of the first frame
will be given by

(2)

and the probability of finding 0 and 1 staying tags in a slot will
be given by

(3)

(4)

respectively. Therefore, the probability of finding 0, 1 and ,
tags in a slot are given by , ,

and , respectively. Substituting (2)–(4) into the
three formulas above, we have

(5-a)

(5-b)

(5-c)

And the expected number of idle slots, collision slots and read-
able slots in a frame can be given by

(6-a)

(6-b)

(6-c)

Thus, when the first frame with time slots has idle slots,
readable slots and collision slots, our estimate can be denoted
by

(7-a)

(7-b)

where is Euclidean norm and

(8)

(9)

Since there is at least one arriving tag in a collision slot and
one leaving tag in an idle slot, lower bound of and can
be determined. Thus, the search tag range set, and can be
expressed as

(10-a)

(10-b)

where we suppose that is a maximum number of arriving tags
that the RFID system can read.

To find a minimum, the estimate in (7) needs to search in the
range of , and the range of , . If we adopt a brute-force
method, the search times will be ,
which is very high. Let

(11)

From many simulations of computing , we have the fol-
lowing results. For a given , has a unique minimum
at and it will be monotonically decreasing for and
monotonically increasing for . Therefore, is ac-
tually a V-shape curve with respect to . Likewise, for a given

, is also a V-shape curve with respect to . Based on
the results, we can adopt a two-dimension (2D) binary search
method to reduce the search times and hence lower the estimate
computational complexity. The 2D binary search can be consid-
ered as a nest of two 1D binary searches. Thus, the 1D binary
search’s maximum estimate complexity is

, and the final 2D binary search’s maximum is
.
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IV. PERFORMANCE ANALYSIS

A. System Throughput

For an RFID system, throughput can be defined as a ratio of
average readable slots duration to total slots duration in a frame,
which is given by

(12)

where , , and is an idle, a collision, and a successful slot
duration, respectively, and is an expected value. In EFSA
protocol, the throughput can be discussed on two sides. First, all
tags will be randomly allocated to slots in the first read cycle of
EFSA because the tags SSCs could be random. In this scenario,
average number of slots needed to identify tags is [23],
[24]. Thus, the throughput can be given by 0.434. Second, in the
first frame of the other read cycles in EFSA, some tags, such as
staying tags are not randomly allocated to slots, but allocated by
a reader in a previous read cycle. Therefore, the throughput anal-
ysis of tree slotted aloha [23], [24] is not suitable. In this section,
we will mainly analyze the throughput under this condition.

Theorem 1: Suppose that durations of an idle, a collision and
a readable slot are identical, and there are identified tags in
the th cycle. If there are arriving and leaving tags at the
beginning of the th cycle, then the throughput of the first
frame with slots in the th cycle of EFSA is

(13)

where , .
Proof: Substituting , , 1, ,

and (5) into (14), we will have (13).

B. Analysis of Arriving Tags

Lemma 1: When the number of arriving tag ,
the throughput in the first frame of the th cycle is equal
to the maximum throughput of dynamic framed aloha [6], [7],
[9]–[13], i.e.,

(14)

no matter what the number of leaving tags is.
Proof: Substituting into (13), we have

(15)

Then, we can obtain . Since the max-
imum throughput of frame slotted aloha is 0.368, lemma 1 can
be yielded.

Lemma 2: When the number of arriving tags , the
first frame’s throughput increases with the number of leaving
tags ; when the number of arriving tags , the first
frame’s throughput decreases with the number of leaving tags

.
Proof: From (13), let and we have
. If , then . Hence, is a

monotonically increasing function with respect to . Likewise,
if , then is a monotonically increasing
function with respect to

Theorem 2: When the number of arriving tags
, the first frame’s throughput is not larger than the maximum

throughput of dynamic framed aloha 0.368, i.e.,

(16)

Proof: From Lemma2, is a monotonically in-
creasing function of when . Since ,
then we have

(17)

From , we can obtain . Since
is monotonically decreasing function with respect to when

, we have

(18)

From (17) and (18), (16) can be yielded.

C. Maximum Throughput

Lemma 3: When the number of leaving tags , the
first frame’s throughput achieve a maximum at the arriving tags
number ; when the number of leaving tags

, the first frame’s throughput achieve a maximum at
the arriving tags number .

Proof: From (13), let and we have

(19)
If , substituting it into (19) can obtain . Since
the number of arriving tags cannot be less than 0, the throughput
cannot achieve a maximum at when

. From (19), we know that is a monotonically
increasing function with respect to when and

. Therefore, achieves a maximum at , i.e.,

(20)

On the other hand, when , we have from (19).
Thus,

(21)

From (20) and (21), Lemma 3 can be given.
Theorem 3: When both the numbers of arriving tags and

leaving tags are 0, , the first frame’s throughput
achievers a maximum 1.

Proof: From Theorem 2, when , we have

(22)



586 IEEE TRANSACTIONS ON AUTOMATION SCIENCE AND ENGINEERING, VOL. 8, NO. 3, JULY 2011

Fig. 5. Simulation result of slot number against � in (27) for protocol.

From Lemma 2, when , we have

(23)

From Lemma 3, we have

(24)

Substituting into (13) can yield

(25)

From Lemma 1 and (22)–(25), we have

(26)

where and .

V. PERFORMANCE EVALUATION

We evaluate the performance of the EFSA protocol by com-
puter simulation. We individually perform each simulation 500
times, and average 500 simulation results into the final result.

A. Identification Time

In this subsection, we evaluate identification time of the
EFSA protocol when a reader reidentifies a moving tag set. The
first frame length was set to slots in our simulations
of this subsection. Fig. 5 presents identifying slot number
against in a read cycle, for ABS [20]–[22], TCFSA [25],
tree slot [23], dynamic framed aloha [6], [7], [9]–[13], optimal

algorithm [26], and EFSA protocol. In Fig. 5, we define the
tag arriving ratio as

(27)

where is a set of tags which are inside a reader’s range in the
th read cycle, and . is defined as cardinality

of tags set, and the slot number of a cycle is
defined as [20]–[22]

(28)

Fig. 6. Simulation result of slot number for protocol under � � ���� in
(27).

in which , and is the number of idle slot, successful slot
and collision slot in a read cycle, respectively. From Fig. 5, we
can see that the loss of dynamic framed aloha and optimal

algorithm from that of the EFSA protocol is approximately
50%. This result shows that EFSA would have less identifica-
tion time when reidentifying more staying tags. And, as in-
creases, the gap of identification time between EFSA and ABS
is much larger when . This result shows that, when
colliding tags increase with arriving tags, EFSA’s identification
time is less than ABS. In addition, as increases, the gap of
identification time between EFSA and tree slot protocol is much
larger when . The reason for this result is that, EFSA
would have less identification time than tree slot protocol when
reidentifying more staying tags.

Fig. 6 presents identifying slot number against the number of
staying tags under , for ABS, TCFSA, tree slot, dy-
namic framed aloha, optimal algorithm, and the EFSA pro-
tocol, respectively. It is seen from Fig. 6 that EFSA shows a
better performance in reducing identification delay than ABS
under . This result shows that ABS’s binary split-
ting is not a better way as the number of colliding tags in-
crease. Fig. 7 presents identifying slot number against number
of staying tags under . It is seen from Fig. 7 that EFSA
shows a better performance in reducing identification delay than
tree slot, dynamic framed aloha and optimal algorithm under

. This result shows that EFSA would have less iden-
tification time when reidentifying more staying tags.

ISO 18000-6C can use SELECT commands to confirm a tag
presence, and can reidentify the tag. However, if there are many
moving tags, i.e., both leaving tags and arriving tags, the method
of ISO 18000-6C may not be optimal. A leaving tag will pro-
duce an idle slot when SELECT is used to confirm a tag pres-
ence. Apparently, the number of idle slots will increase with
the number of leaving tags, and many leaving tags will result in
low throughput. In EFSA protocol, arriving tags randomly se-
lect slots, and they can have chance to occupy the slots produced
by the laving tags. Therefore, EFSA can reduce the number of
idle slots when there are both many leaving tags and arriving
tags. Fig. 8 presents identifying slot number under different
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Fig. 7. Simulation result of slot number for protocol under � � ��� in (27).

Fig. 8. Simulation result of slot number under different � in (29).

for ISO 18000-6C and EFSA, where is defined as a ratio of
staying tags and is given by

(29)

and is a set of tags which are inside a reader’s range in the th
read cycle. It is seen from Fig. 8 that, EFSA shows a better per-
formance in reducing identification delay than ISO 18000-6C
when and 20%.

B. Tag Estimate

In this subsection, we evaluate tag quantity estimate in the
EFSA protocol. Fig. 9 gives estimate error in the first frame
of the th cycle, for lower bound estimate [10]–[13], Schoute
estimate [9], [12], [13], idle slot estimate [12], Vogt estimate
[11], [12], MAP estimate [7], and the proposed estimate in this
paper, where the estimate error is defined as

(30)

Fig. 9. Simulation result of estimate error against � in (28).

, frame length , tag number
, maximum number of tags that the RFID system

can read and maximum number of arriving tags
that the RFID system can read . From Fig. 9, when

, the proposed estimate error is less than the
other estimates; when , lower bound estimate
error is close to the proposed estimate, while the other estimates
errors are larger than the proposed estimate; when ,
MAP, Vogt ,and Schoute estimate errors are close to the pro-
posed estimate. These results signify that the proposed estimate
does not have a worse performance than the conventional esti-
mates under any value of .

VI. CONCLUSION

This paper proposes an efficient framed aloha protocol for
RFID tag anticollision. The proposed protocol can retain infor-
mation obtained from the last cycle of tag identification, and
hence skip many collisions to quickly reidentify the tags. In
many RFID applications where readers may repeatedly identify
tags, such as object tracking and locating, the proposed proto-
cols can reduce time of reidentifying tags. In addition, if there is
a collision slot in the EFSA protocol, colliding tags in the col-
lision slot will be resolved by -ary splitting where is equal
to the estimated number of colliding tags. The -ary splitting
method will have less identification time than binary splitting
especially when the colliding tags increase. In the proposed pro-
tocol, this paper also proposes a novel tag quantity estimate,
which have less estimated error and is suitable for EFSA.
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